
Browsing the Internet

     The web is loaded with rich educational
and cultural resources that would otherwise
be unavailable to your child.  However, it is
also easy to find sites with sexually explicit
content, and sites that promote hatred,
bigotry, violence, drugs and cults. 

What Parents Can Do:

1) Keep your computer in a family area to
better monitor your child’s activity.

2) Regularly spend time on-line with your
child to learn about his or her activities.

3) Use a filtering software that allows you to
control access to the Internet and to
applications on your computer.  Filters can
be set to prohibit computer users from
visiting certain sites on the Internet unless a
password is entered.   Examples of filtering
software can be found at:
www.saferinternet.org/filtering/filters.asp   
or www.getnetwise.org 

4) Teach your child how to promptly log-off
when he or she feels uncomfortable or
scared by an online experience. Establish an
atmosphere of trust with your child by not
blaming him or her for uncomfortable online
experiences.

5) Discuss the difference between
advertising, educational or entertaining
content.

6) Let Internet Service Providers and
webmasters know what you want and expect
from them in keeping your child safe online.

Email

     Sending and receiving messages by
electronic mail helps your child keep in touch
with teachers, family and friends.  Your child
can make world-wide pen pals, get help with
homework and practice writing.  However,
strangers, pretending to be someone else, can
also communicate with your child.  Your
child also may receive unsolicited email
(“spam”) about web sites with explicit
material, products for sale, or moneymaking
schemes. 

What Parents Can Do:

1) Teach your child to NEVER email anyone 
personal information about themselves or
other family members.

2) Know your child’s password or share an
email account.

3) Talk to your child about the people he or
she contacts online.

4) Set a rule that your child never arranges an
in-person meeting with an e-mail buddy
without you present.

5) Complain to your Internet Service
Provider about unwanted email. Consider
setting the junk mail filter on your computer
to the “enhanced” or “exclusive” setting to
filter out unwanted mail.

6) Instruct your child to never respond to
offensive or obtrusive messages.  It can only
make matters worse.

7) Assure your child that he or she is not to
blame for getting these kinds of messages.

Chatting

Chatting online means reading messages
from others as they are typing them, usually in
theme-specific “chat rooms”.  Your child can
communicate instantly with family, friends and
teachers.  Chatting helps children and adults
develop relationships around the world by
discussing similar interests.  There are risks,
however.

Your child may be exposed to offensive
language and adult conversation.  Because of the
interactive nature of chatting, it is the online
activity through which children are most likely
to encounter people who want to harm them. 
Finally, too much time chatting limits a child’s
well rounded development by taking the place of
friends, schoolwork and other activities.

What Parents Can Do:

1) As with e-mail, teach your child NEVER to
give out personal information such as his or her
name, address, phone number, school name, or
anything else that is personally identifying.

2) Explain that people are not always who they
say they are.

3) Limit your child to specific chat rooms or
consider blocking out chat entirely.

4) Set a rule that your child never arranges an in-
person meeting without you present.




